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1	Decision/action requested
The group is asked to discuss and approve the proposal.
2	References
[1] SP-231728, "New SID: Study on Enhanced OAM for management exposure to external consumers".
[2]	3GPP TR 28.879, "Study on OAM for service management and exposure to external consumers".
3	Rationale
Among the study objectives in [1], WT-2 is focused on communication services and the relationship with network provisioning solutions such as network slicing, from concept and modelling viewpoints. The actual sub-objectives defined within WT-2 are detailed below:
“
· WT-2.1 Study whether and how the requirements of communication services can be captured with <<ServiceProfile>> (datatype)
· WT-2.2 Study the definition of a new service management information model (focused on service requirements, and in scope of CSP), separated from the NRM fragment (focused on network constructions, and in scope of NOP). This new model would give the NOP the flexibility to decide which solution (e.g., with either network slicing, or DNN provisioning, or SNPN, …) is most appropriate to fulfil the requirements of a given communication service.
· WT-2.3 Study modelling solutions that provide alternative means to fulfil ServiceProfile other than via network slicing. Examples of these means include DNN provisioning and SNPN provisioning.
· WT-2.4 clarify the role of communication service (TS 28.530) in 3GPP management system, and the relationship with PDU session definition in 3GPP 5G system architecture (23.501)
”.
This contribution focuses on WT-2.2 and WT-2.3. 
Today, network slicing is the only (NOP provided) network solution that 3GPP management system is able to provision to fulfil the requirements of a (CSP provided) 3GPP communication service. This fact translates into the following: 
· The traffic of every 3GPP communication service shall be always conveyed through a slice (S-NSSAI). This “slice-for-everything” approach may result into tens of slices executing in parallel, thus leading to scalability burdens in the NOP domain. 
· The CSP is allowed to use only network slicing to deliver 3GPP communication services, without the possibility to pick out other network solutions that may be more convenient. This limits the differentiation across CSPs, which negatively impacts the CSC (less incentives to choose one or other CSP) and the NOP (less possibilities to reach out to different CSPs). 
This contribution presents the problem statement associated to status quo, presenting it through different issues. It also lists the requirements that are needed to address these issues, based on which potential solutions can be discussed and evaluated. 
4	Detailed proposal
It is proposed to make the following changes in the latest version of TR 28.879 [2].
	1st Change


[bookmark: _Toc164698385]2	References
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	2nd Change



	Definitions of terms, symbols and abbreviations
[bookmark: _Toc164698387]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
[bookmark: OLE_LINK11][bookmark: _Hlk166168511]External MnS consumer: An MnS consumer that has discovered an MnS via a discovery mechanism which is not defined in 3GPP SA5. CAPIF [5] is an example of a framework providing such discovery mechanism.
MnS consumer: defined in TS 28.533[2].
MnS producer: defined in TS 28.533[2].
[bookmark: _Toc164698388]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc164698389]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC		5G Core
CAPIF 	Common API Framework
CCF 	CAPIF Core Function
CSP	Communication Service Provider
EAS	Edge Application Server
ECS	Edge Configuration Server
EDN	Edge Data Network
EEC	Edge Enabler Client
EES	Edge Enabler Server
FF	Factories of the Future
GSMA	GSM Association
MnS	Management Service (see TS28.533[2])
NaaS	Network as a Service
NEF	Network Exposure Function
NOP                    Network Operator
NSACF	Network Slice Access Control Function
NSCE 	Network Slice Capability Enablement
NWDAF	Network Data Analytics Function
OAM	Operation, Administration and Maintenance
OPAG	Operator Platform API Group
OPG	Operator Platform Group
SEAL		Service Enabler Abstraction Layer
UAS	Uncrewed Aerial Systems
V2X		Vehicle-to-Everything
VAE		Vertical App Enabler
WAS	Whole Agreement Services
WG	Working Group
CSC	Communication Service Customer


	3rd Change 


5.2 Management of communication services
5.2.A Use case A: 3GPP Communication service management 
[bookmark: _Toc157755316]5.2.A.1	Description
The latest Terms of Reference for 3GPP SA5 can be found in [a]. This document includes two clauses: “Overview” and “Scope of Responsibilities”. In the second clause, it is noted that important areas where SA5 is actively involved and developing specifications with full support of automation include, among others, Service Management. From this assertion, the following conclusion can be drawn:
· Conclusion #1: Service Management is in scope of 3GPP management system. 
Clause 4.8 of 28.530 [b] elaborates on the different roles that are relevant for 5G networks and network slicing management. Among these roles, three are of relevance: Network Operator (NOP), Communication Service Provider (CSP) and Communication Service Customer (CSC). 
For the CSP role, clause 4.8 of [b] provides this definition: “Provides communication services. Designs, builds, and operates its communication services”. From this assertion, the following conclusion can be drawn: 
· Conclusion #2: A 3GPP communication service is a manageable construction in the realm of CSP.
For the CSP role, clause 4.8 of [b] also notes that “CSP provided communication service can be built with or without network slices”. From this assertion, the following conclusions can be drawn:
· Conclusion #3: There is no mandate to provision a communication service using a network slice. This means that other network solutions can be used for this end. 
For the NOP role, clause 4.8 of [b] provides this definition: “Designs builds and operates networks and provides related services, including network services and network slices”. From this assertion, the following conclusions can be drawn:
· Conclusion #4: Network services and network slices are manageable constructions in the realm of NOP. 
· Conclusion #5: Network services and network slices represent just examples of solutions that a NOP can provide; actually, other network solutions can exist. The specific set of network solutions that a NOP can made available depend on the actual capabilities (technology, infrastructure, etc.) of the network(s) managed by this NOP. 
Finally, considering the provider-consumer relationship existing between the NOP and CSP roles, the following conclusions can also be drawn:
· Conclusion #6: A CSP provided 3GPP communication service can be built with one or more NOP provided network solutions. 
· Conclusion #7:  A CSP can discover the different NOP provided network solutions, together with their capabilities (i.e., which service- related requirements each network solution is able to support). 
This information allows CSP to decide which network solution(s), from those provided by the partner NOP(s), are to be used to build a 3GPP communication service. The decision criteria (e.g., energy efficiency, resource usage, management complexity, business logic, etc) is on CSP discretion.  
These conclusions are not aligned with what can be found today in 3GPP SA5 specifications, leading to different issues that are summarized in the table below.
Table 5.2.A-1: Issues on 3GPP communication service management

	Issue
	Justification

	3GPP SA5 lacks solutions for service management, which resides in the CSP realm. 
	This is not aligned with conclusions #1 and #2. 
There does not exist a 3GPP specification which details an information model that represents the management properties of a 3GPP communication service. The existing information models that are in scope of 3GPP management system are referred to Network Resource Models (NRM). Examples of these models include Generic NRM (28.622 [3]), 5G NRM (28.541 [d]), Edge NRM (28.538 [e]), among others. These models capture the management properties of network resources, hence the name of NRM. However, network resources are in the realm of NOP, and therefore outside the scope of CSP.  

	Communication service is rooted/anchored to network slicing
	This is not aligned with conclusion #3, which claims that 3GPP communication service and network slicing concepts can be decoupled, and do not need to always go together. 
However, the reality in 3GPP SA5 specifications is different, with multiple references of this anchoring covering all stages. 
Regarding stage 1, proofs of this issue can be found in different clauses from 28.530 [b], including:
· clause 4.1.3 (“communication services using network slices”): it illustrates how multiple communication services can be realized with different network slices, emphasizing the N:M relationship between them. However, the specification does not have another clause that reports how communication services can be realized with network solutions other than slicing. 
· clause 4.1.4  (“communication service requirements”): it explicitly notes that different service types may include different network slice related requirements
· clause 4.1.5 (“NetworkSlice instance Lifecycle and relationship to service instances”): it highlights the impact that service instances have on the lifecycle of network slice instances hosting them. However, the specification does not have another clause reporting the impact of service instances on the lifecycle of another network solutions. 
· clauses 4.1.6 (“Network Slice as a Service (NSaaS)”) and 4.1.7 (“Network slices as NOP internals”). These clauses define two alternative service delivery models for a CSP to offer communication services to a CSC. Despite their differences, both models assume that the CSP always chooses the same solution in the NOP domain: a network slice. This might result confusing for an external reader, who might think that CSP cannot fulfil CSC requirements with a NOP solution other than network slicing. 
· clause 4.1.6 (“Network slice as a Service (NSaaS)”): in this CSP model, the concepts of communication service and network slices are even intertwined, taking into account that what the CSP offers is precisely a network slice; the relationship between NOP and CSC with regards to network slice management capability consumption becomes vague as well.
Regarding stages 2 and 3, proofs of this issue can be found in 28.541 [d] and 28.536 [f]. 
On one hand, [d] details the fragments forming the 5G NRM, including NR (clause 4), 5GC (clause 5) and network slicing (clause 6). In this specification, the only construction that captures service related requirements, and therefore could be closest to represent the concept of communication service, is ServiceProfile. However, multiple aspects prevent this aspiration: 
· ServiceProfile belongs to Network Slice NRM fragment (clause 6 of [d]). This makes it a construction in the realm of NOP. 
· ServiceProfile collects inputs from GST [g], which contain slice-specific attributes. This makes ServiceProfile a slice-aware construction. 
· ServiceProfile can only be contained by a NetworkSlice IOC, making ServiceProfile a construction rooted/anchored to network slice.
· ServiceProfile cannot be referenced by more than one NetworkSlice instance. This is not compliant with the ability to build a communication service with one or more network slices (see clause 4.1.3 in [a]), making ServiceProfile an invalid construction to represent communication service-related requirements.
On the other hand, [f] details a solution for communication service assurance, based on the usage of closed control loop. The solution is based on reusing constructions from network slice NRM fragment, thus presenting the same limitations as listed before.  

	Lack of NRM fragments able to fulfil service related requirements other than network slicing. 
	As per conclusions #4 and #5, NOP is able to provide different network solutions. Examples of these solutions can include network slice, but also others, such as network services, DNN provisioning, edge computing, non-public networks (NPNs) and non-terrestrial networks (NTNs). For a NOP to operate a network solution using 3GPP management system, it is needed that the management properties of the resources building up this solution are captured in a NRM (fragment). 
The relationship of network solutions with current NRM landscape is as follows:
· Network slicing: the 3GPP management system can provision this solution using the network slice NRM fragment (see [d], clause 6). 
· Network services: the 3GPP management system can provision these solutions using different NRM fragments, e.g. NR for RAN sharing (see [d], clause 4).
· DNN: the 3GPP management system can provision this solution acting upon the 5GC NRM fragment (see [d], clause 5).
· Edge computing: the 3GPP management system can provision this solution using the Edge NRM fragment (see [e]).
· NPNs: the 3GPP management system cannot provision this solution, since there are no exists NRM fragments that reflect on the requirements defined in 28.557 [h] for either Standalone NPN (SNPN) nor Public Network Integrated NPN (PNI-NPN). 
· NTNs: the 3GPP management system can provision this solution acting upon the NRM fragments for NR and 5GC [d]. 

As per conclusions in #6 and #7, NOP provided network solutions are used by CSP to build 3GPP communication services. For a CSP to select one or another network solution to fulfil service related requirements, it is needed that the NRM fragment associated to this network solution is able to deal with service related requirements. The relationship of service related requirements with current NRM landscape is as follows: 
· Network Slice NRM fragment: it is able to deal with service related requirements, by relating ServiceProfile with NetworkSlice IOC. 
· Edge computing NRM fragment: it does not include a reference to service related requirements, which means there is no means for 3GPP management system to know how to fulfil these requirements when using edge computing as NOP solution.
· 5GC NRM fragment: it does not reference service related requirements, which means there is no means for 3GPP management system to know how to fulfil these requirements when using DNN and/or NTN as NOP solutions. 
It can be noticed that a NOP solution other than network slicing does not comply with conclusions #4 - #7. This limitation also justifies the second issue in the table (“The concept of communication service is anchored/root to network slicing”).   


[bookmark: _Toc157755317]

5.2.A.2	Potential requirements
[bookmark: _Toc157755318]PREQ-FS_MExpo-xA The 3GPP management system shall provide the capability to manage the lifecycle of one or more 3GPP communication services. 
PREQ-FS_MExpo-xB The 3GPP management system shall provide the capability to define 3GPP communication service related requirements using attributes which are agnostic to the underlying network solution. 
PREQ-FS_MExpo-xC The 3GPP management system shall provide the capability to fulfil 3GPP communication service related requirements with network solutions other than network slicing. 
PREQ-FS_MExpo-xD The 3GPP management system may provide the capability to use DNN provisioning as a network solution able to fulfil 3GPP communication service related requirements. 
PREQ-FS_MExpo-xE The 3GPP management system may provide the capability to use edge computing as a network solution able to fulfil 3GPP communication service related requirements. 
PREQ-FS_MExpo-xF The 3GPP management system may provide the capability to use NPN as a network solution able to fulfil communication service related requirements. 
PREQ-FS_MExpo-xG The 3GPP management system may provide the capability to use NTN as a network solution able to fulfil communication service related requirements. 
PREQ-FS_MExpo-xH The 3GPP management system shall provide the capability to use/combine more than one network solution to fulfil the requirements of a 3GPP communication service. 
NOTE: This requirement allows to support scenarios where there is no NOP network solution able to support at its own the requirements of a communication service. 
PREQ-FS_MExpo-xI The 3GPP management system should provide the capability to know which network solutions are supported in a 5G network, and their capabilities. 
As noticed:
· The first issue in clause 5.2.A.1 (related conclusions #1 and #2) is addressed with the following requirements: PREQ-FS_MExpo-xA, PREQ-FS_MExpo-xB.
· The second issue in clause 5.2.A.2 (related conclusion #3) is addressed with PREQ-FS_MExpo-xC. 
· The third issue in clause 5.2.A.2 (related conclusions #4 and #5) is addressed with the following requirements: PREQ-FS_MExpo-xD, PREQ-FS_MExpo-xE, PREQ-FS_MExpo-xF and PREQ-FS_MExpo-xG. 
· The third issue in clause 5.2.A.2 (related conclusions #6 and #7) is addressed with the following requirements: PREQ-FS_MExpo-xH and PREQ-FS_MExpo-xI. 
5.2.A.3	Potential solutions
[bookmark: _Toc157755319]5.1.A.3.i	Potential solution 1: 3GPP communication service information model 
[bookmark: _Toc157755320]5.1.A.3.i.1	Introduction	
It is proposed to define a new information model that allows 3GPP management system to manage communication services. Unlike existing NRMs (and their fragments), which are in scope of the NOP, the new information model is in the realm of the CSP. 
[image: ]
Figure 5.2.A-1: 3GPP communication service information model
[bookmark: _Toc157755321]5.2.A.3.i.2	Description
The conceptual representation of the new information model for service management is represented in Figure 5.1.A-1. This information model will consist of:
· A “CommunicationService” class, which represents the management properties of a 3GPP communication service instance in a 5G network. Whether this class is an <<IOC>> or not is FFS.
· A CSProfile <<dataType>>, which represents the properties of requirements that should be supported by the 3GPP communication service instance. The relationship of this data type with the “CommunicationService” class is FFS.
Further analysis of this information model unveils that:
· CSProfile <<dataType>> solely contains technology-agnostic attributes to express communication service related requirements, so that these requirements (managed by CSP) can be decoupled from underlying network solutions (managed by NOP). This is the main difference with the ServiceProfile <<dataType>> and SliceProfile <<dataType>>, which contain slice-specific attributes, i.e. technology-agnostic attributes.
· The definition of CSProfile <<dataType>> does not it require to make ServiceProfile <<dataType>> slice agnostic, and therefore change its semantics. This helps ensure backwards compatibility.
· The information model needs to interact with the different NRM fragments, to establish the relationship of which (NOP provided) network solutions are used to build the (CSP provided) 3GPP communication services. How this relationship looks like is FFS.
· The set of NRM fragments that need to interact with the information model include Network Slice NRM fragment, Edge NRM fragment, 5GC NRM fragment, etc. Other NRM fragments might need to be defined to represent other network solutions, for example NPNs. Whether these NRM fragments are needed and how they look like is FFS. 

[bookmark: _Toc157755322]5.1.A.4	Evaluation of potential solutions
Editor's Note:	This clause provides the evaluation of potential solutions.
	End of Changes
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